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Abstract: This paper proposes a new solution to expose the DNAI mapping information from UPF.
1. Text Proposal
It is proposed to capture the following changes vs. TR 23.700-63.

[bookmark: _Toc519004414][bookmark: _Toc517082226]* * * * First change * * * *
[bookmark: _Toc157752219][bookmark: _Toc160444881][bookmark: _Toc160444949][bookmark: _Toc160445011]6.x	Solution #x: DNAI Mapping information exposure
[bookmark: _Toc157752220][bookmark: _Toc160444882][bookmark: _Toc160444950][bookmark: _Toc160445012]6.x.1	Description
In clause 6.8 of TS 23.548[x], the AF may request DNAI mapping information from 5GC via NEF. The DNAI mapping information includes the EAS address information (i.e. IP address(es), EAS IP range(s) or FQDN(s)) and the associated DNAI. The DNAI mapping information is statically configured in the NEF/UDR by the OAM. This is not very efficient, since this needs the operators to be aware of any deployment changes in the Local DN. 
This solution proposes that the DNAI mapping information is configured in the L-UPF, which is deployed in the Local DN and can be easily configured with the DNAI mapping information, e.g. IP address(es), EAS IP range(s) or FQDN(s). The NEF requests the DNAI mapping information from the L-UPF and stores them in the UDR. Then the AF can request the DNAI mapping information from the NEF/UDR, as described in clause 6.8 of TS 23.548[x].
NOTE: 	The DNAI mapping information may also be local configured in L-SMF if L-SMF is deployed in the Local DN. In this case the NEF request the DNAI mapping information from the L-SMF.
[bookmark: _Toc157752221][bookmark: _Toc160444885][bookmark: _Toc160444953][bookmark: _Toc160445015]6.x.2	Procedures


Figure 6.x.2-1: DNAI Mapping Information Exposure
0.	The NEF may discover L-UPF via NRF by invoking Nnrf_NFDiscovery_Request providing the DNAI. The NEF may also discover the L-UPF supporting the DNAI via local configuration.
1.	The NEF sends the Nupf_EventExposure_Subscribe Request to the L-UPF to subscribe the DNAI mapping information.
2.	The L-UPF sends the Nupf_EventExposure_Subscribe Response to the NEF, including the DNAI mapping information.
3.	When DNAI mapping information is updated the L-UPF sends Nupf_EventExposure_Notify to NEF to provide the updated DNAI mapping information.
4.	The NEF stores the DNAI mapping information in the UDR by invoking the Nudr_DM_Create/Update Request service operation.
5.	The UDR response the NEF.
6.	The AF request for the DNAI information from the NEF/UDR, as described in clause 6.8.2 of TS 23.548.

[bookmark: _Toc157752222][bookmark: _Toc160444889][bookmark: _Toc160444957][bookmark: _Toc160445019]6.7.3	Impacts on services, entities and interfaces
UPF: 
-	Nupf_EventExposure service is enhanced to provide the DNAI mapping information.
NEF: 
-	Subscribe and receive the DNAI mapping information from the L-UPF. 
-	Store the DNAI mapping information in the UDR

* * * * End of changes * * * *
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